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BE MINDFUL TO THREATS

AROUND YOUR ORGANIZATION

As Covid-19 continues to reach new milestones and furtherimpact theeconomy, businesses are
experiencing unprecedented disruption. From supply chain issues and diminished workforce mobility; to
severe supply chaininterruption, threats to organizations are realand intensifying rapidly. Even more, we
arefacing the new era thatrequires the usage of technology to conductregular activities such as meeting
with clients or colleagues, virtual payment, online shopping, etc. Everyone should be aware of new
potential fraud occurredby using technology, betterknownas cybercrime.

We conducted anonline survey about threats toorganizations with respondents from 18 industries with
the majority (70%) of job responsibilities haveties to risk management practices.

This survey wasintended toget a better understanding of fraud or potential fraud that may occur,
considering theincrease of technology usage during this pandemic. We believe this survey willincrease
our awareness of potential fraud asit canhappen around your organization.
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RESPONDENTS

This survey focuses on the 132 respondents fromindividuals thataremostly responsible for aspects of
GRCinternalto their organization’s operations. The survey was fielded at the mid of 2020.

The largest array of the respondents came from Government (21%), followed by Banks (15%) and
Commercial & Professional services (9%) — all from Indonesia.

DEMOGRAPHIC
INDUSTRY

Food & StaplesRetailing ml 1%
Consumer Durables & Apparel Wl 1%
Capital Goods Wl 1%
Materials . 2%
Diversified Financials s 2%
Media& Entertainment [l 2%
Automobiles & Component Il 2%
RealEstate 4%
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Food,Beverage & Tobacco 4%
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Energy
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Figure 1: Industry

SIZE OF ORGANIZATION

m <100 Employees m < 500 million
b rupiah

= 100- 999 @ m 500- 999 million
Employees rupiah

m 1000 - 5000 m 1- 4.9 billion
Employees rupiah

m> 5000 m > 5hillion rupiah
Employees

Figure 2: Number of Employees Figure 3: Annual Revenue

IMPLICATION OF PANDEMIC ON FRAUD RISK
RSMINDONESIA SPECIAL REPORT | 2020



GENDER

= Female

= Male

Figure 4: Gender

TYPES OF MISCONDUCT

23% 37% 25% 12%

m 18- 24yearsold W 25-34yearsold
m 35- 44 years old m 45-35years old

m > 55 years old

Figure 5: Age

Fraudisanyintentional actor omission designed to deceive others, resulting in the victim suffering a loss
and/or the perpetrator achieving a gain'. Referring to Fraud Tree (Occupational Fraud and Abuse
Classification System) thereare 3major types of occupational fraud: Corruption, Asset Misappropriation,

and Fraudulent Statements.?

THE FRAUD TREE

OCCUPATIONAL FRAUD AND ABUSE CLASSIFICATION SYSTEM

Asset Financial
Misappropriation Statement Fraud
; . B

Figure 6: Fraud Tree

Nowadays, data and interconnectivity are
crucialelements for the industries. Smart
manufacturing offers some new benefits, such
asgreater accesstodataacrosstheentire
supply chain network, higher quality products
andinnovation,moremanufacturing jobs and
energy efficiency. On the other hand, the
characteristic of their interconnectivity carries
somerisks to their datasecurity. It creates a
big opportunity for those who wantsto do
cybercrime such as hacking, malware, social
engineering, privilege misuse, etc. since they
understandthat the security systemwilbe
vulnerable tobe exploited dueto thefact that
there are other connecting devices. Therefore,
in this survey we also add cybercrime tothe
category due totheincrease of technology
usage.

T Committee of Sponsoring Organizations of the Treadway Commission (COSO) — Fraud Risk Management Guide Executive

Summary, p. 3
2 Association of Certified Fraud Examiners (ACFE)
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SUDDEN SHIFT TO VIRTUAL WORKING ARRANGEMENT HAS INCREASED CYBERSECURITY
THREATS AS WELL ASFRAUD INSTANCES TO MANY ORGANIZATIONS, ESPECIALLY THOSE THAT

HAVE WEAKNESSES IN THEIR INTERNAL CONTROL SYSTEM.

CURRENT CHALLENGES

In this time of pandemic, changes in how people do their work are inevitable. Aimost allrespondent (93%)
stated thattheir organizationimplement WFH. Only 6% did not, and 1% working with shifts.

Many organizations decided to implement work fromhome (WFH) system andadvise their employeeto
stay safe at homeandnot conducting activities as the way it used to be and using video conferencing
applications to communicate with each other and other virtual working arrangementin replacement of the
previous physical attendance. The Ministry of Communication and Information Technology also stated that
the use of internet applications has beenincreased up to 40% during the pandemic.?

= Yes
= NO

u Other

Figure 7: During this pandemic, many companies implemented Work from Home, is your
company one of them?

With the increase of virtualmode in working, there is an increase on the potential for cybersecurity threats
due to the use of virtual private networks (VPN), mobile devices, or third-party applications to support
activities of employees who work remotely and/or WFH that is not accompaniedby adequate security
systems.

3 Ministry of Communication and Information Technology of Republic Indonesia
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INFORMATION AND DATA SECURITY CONCERNS DURING PANDEMIC

Nowadays, online meetings and other virtualinteractions become very commonly used andunfortunately,
can pose new risk of fraud if the security of organization's information and dataare not wellpreserved.

Almost half of the respondents (41%) believe that the security of their organization informationanddata
are wellpreserved along with theincreasing of virtualinteraction at work, while 32% respondents are not
too confident about that.

m Yes
m No

m Donotknow

Figure 8: With the increasing of virtual interaction at work, are you sure that the
security of your company's information and data is well preserved?

INCREASE OF FRAUD INSTANCES DURING PANDEMIC

Majority of the respondents (80%) stated that fraud in their or ganizations increased during this pandemic.
8% respondents statedthere wasnoincreasein fraud, while the other 12% respondents did not know
because thereis no specificassessment for it yet.

& m Yes

= NoO

= Other

Figure 9: Does fraud instances increase during this pandemic?

Companies haveincreasingly become thetargetfor cybercriminals, with dataincidentsrising
incrementally each year. Attackers typically know that large organizations haveinvestedheavily in
security.In addition, the Covid-19 pandemic has increased the complexity of cybersecurity challenges for
the middle market. As the organization has become evenmore dependent on the internet to remain
productive, hackers aretaking advantage of the crisis by unleashing a variety of attacks. Inan
unprecedented public health situation; where organizations must focus onemployee safety and keeping
the businessrunning, cybersecurity processes require heightened attention.*

4 RSM US Middle Market Business Index — Cybersecurity:
https://rsmus.com/economics/rsm-middle-market-business-index-mmbi/cybersecurity -special-report.html
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MANY PERCEIVED THAT MID-MANAGEMENT LEVEL AND IN THE AGE RANGE OF 30-39 YEARS ARE

MOST POTENTIAL FRAUDSTER, THIS MIGHT BE DUE TO THE PERCEPTION THAT MANAGEMENT
LEVEL HAVE MORE ACCESS AND OPPORTUNITY.

POTENTIAL FOR FRAUD

Fraud canbe conductedby everyone, either fromtheinside or theoutside. Internally, fraud canbe
committed by the operating level management to the top-levelmanagement. While externally, fraud can
be committed by customers, vendors, or other parties.

WHO ARE PERCEIVED AS HIGH RISK FOR COMMITTING FRAUD

When asked about who has the highest potential to commit fraud in the organization, mostrespondents
(68%) believed that management levels have the highest potential. The second is non-management
level/staff (26%).In several other organizations, consumers/customers and owners havethehighest
potential for committing fraud.

= Non-management staff
= Management
= Consumerorcustomer

m Other

Figure 10: I n your opinion, who has the highest potential for misconduct in an organization?

AREA THAT POSES THE GREATEST RISK FORFRAUD

Almost half of the respondents believe that Procurement is the function that would be posing the greatest
risk for fraud (49%).

During the pandemic, procurementfraudis very likely to occur in organizations. Corruption can occur at
every stage of procurement, from planning, selecting providers, to payments andaudits, thereare also
possibility of a price mark-up in the procurement process. The process of procuring goods/services must
be carried out carefully because the current emergency has causedpricesto soar up.

For other function, Financeand Accounting is chosen as the runner up by 25% of therespondents while on
the third to fifth position in order are Sales Department (15%), Human Resour ces Department (7%) and
Information Technology Department (4 %).
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m Human Resources
Department

m Finance & Accounting
Department

m Procurement Department

m Information Technology
Department

m Sales Department

Figure 11: What departments pose the greatest risk for fraud?

Top-levelmanagement andpersonnel at alllevels of the organization have responsibility in managing fraud
risk. They are expectedto understand how the organization is responding to fraud; what formof Fraud
Risk Management Program the organization hasin place;how it identifies fraudrisks; whatit is doing to
better prevent and detectfraud;andwhat processisin place toinvestigatefraudand take corrective

action.

There are WAYS TO IMPLEMENT ANEFFECTIVE FRAUD CONTROL within an organization, which include:

1.

MANAGEMENT. Fraud can happen even in anorganization that has strong ethical culture.
Management includes anti-fraud personnelin the preparation process of designing policy and
procedure to bring fraudrisks awareness to the organization.

INTERNAL AUDITOR. Conduct the engagement plan review and make an adjustment, as the
organization needed to prioritize assignment tofraudrisk. Explore related resources to help
internalauditor understandmore about their challenging role caused by Covid-19 pandemic.

EXTERNAL AUDITOR. Review of current risk assessment results areneeded, as a consideration
of the pandemicimpact on financial statements area.

DIRECTORS AND AUDIT & RISK COMMITTEE. Re-assessment of risk profile in the organization,
identifying the impact of work-from-hometo theinternal control environment, updating control
design, build awareness on fraudrisks and keep the scepticism as one of the anti-fraud key
components.
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ASSET MISAPPROPRIATION HAS HAPPENED DURING THE PANDEMIC IN FORMOF THEFT OF CASH,

FRAUDULENT DISBURSEMENT. DETECTION WAS MOSTLY DONE THROUGH INTERNAL AUDIT AND
FROM TIPS SUBMITTED THROUGH THE WHISTLEBLOWING CHANNEL.

FRAUD OCCURENCE DURING PANDEMIC

TYPE OF FRAUD OCCURED MOST FREQUENTLY

In 2020, Covid-19 hadcauses unprecedented job crisis, almost allworkers and businesses are affected.
Large-scale social restrictions (PSBB) for health and safety reasonsimposedin various regions in
Indonesia forced businesses to adapt quickly in order to survive.However, not allorganizations are
prepared for suchrapid adaptation and change, which can createnew fraud risks in their business.

Most respondents (35%) stated that asset misappropriation has occurred in their organization in the past
months after the corona hit.It can beseen in the form of theft of cash onhand, theft of cash receipts,
fraudulent disbursements, misuseinventory & all other assets, andlarceny inventory & allother assets.
Other respondents (18%) stated that corruption occurred in their organization, followed by cybercrime
(4%) and financial statement fraud (3%).

Meanwhile, some respondents (25%) statedthat there was no fraudin their organization during this period,
and therest of respondents did not know whether there was fraud that occurred in their organization or
not (15%).

= Corruption (conflictsof interest, bribery, illegal gratuities,
economicextortion)

= Asset misappropriation (theft of cash on hand, theft of
cashreceipts, fraudulent disbursements, misuse inventory
& all other assets, larceny inventory & all other assets)

= Financialstatement fraud (net worth/netincome

overstatements, net worth/net income understatem EHtS)

= Cyber crime

= None

= Donotknow

Figure 14: What fraud have your organization experienced in the past 6 months?
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WAYS TODETECT FRAUD

It seemsimpossible to elminateallfraudin allorganizations. However,implementation of an effective
fraud control willminimize the fraudrisk and createa strong fraud deterrence effect. Internalaudit has
proven tobe the initial way of detecting fraudin most respondents’ (53%) organizations, followed by tips

O

or whistleblowing channel (29%).

= Confession

= [T Controls

= By Accident

= Management Review

= Other

= Whistleblowing Channel (Tips)

m Internal Audit

Figure 15: How was the fraud initially detected?

FORMAL VIOLATION REPORTING MECHANISMS USED

We also asked the respondents about the formal reporting mechanism used in their organization to
receive reports about violationto laws, regulation, and breach of ethical conduct. Most respondents (32%)
use emailas their formalreporting mechanism.In several other organizations, thereporting mechanism
use text message (18 %), mail (16%), or web based (14 %). Meanwhile, 20% of respondents statedthat their
organization does nothavea formalreporting mechanism or whistleblowing system.

= Web based

= Email

= Mail

m Text Message/WA

= Not applicable - we don't have
whistleblowing mechanism

Figure 16: What formal reporting mechanisms did whistleblowers use?

Our survey shows that there areorganizations that stillhave not used the whistleblowing system, while it
is animportant source to help the top levelmanagement to minimize a wide range of risks, discover fraud
and even prevent the potential fraudster to commit the fraud. Whistleblowing gives every personnelin the
organization the opportunity toreport aconcemif they see somethingis suspicious against the
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organization’s ethical principles. The ACFE's Reportto theNations showedthat organizations that did not
have a whistleblowing system in place sufferedlosses that were twice the size comparedto thosewho dd
have a whistleblowing system.

PERPETRATOR OF FRAUD BY WORK LEVEL

Our survey finds that in their organization, almosthalf of the respondents (46%) stated that their middle
levelmanagement was the one whocommittedthe fraud, followed by top levelmanagement (27 %) and
operating levelmanagement, while 12% answered other. For those who answered other, they statedthat
fraud was committed by external parties such as customers or vendors.

@
\ 4

= Top LevelManagement

= Middle Levelmanagement

= | ower/Operating L evelManagement

m Other

Figure 17: Who committed the fraud?

PERPETRATOR OF FRAUD BY AGE GROUP

Fraud can be committedby people of allages. In this survey, we divide the fraudstersinto four (4) age
groups from 20 years old tomorethan 59 years old.

Majority of respondents (70%) statedthat people whocommittedfraud s likely to be in 30-39 years old,
followed by 20-29 years old (19%).

m 20-29yearsold
= 30-39yearsold
= 40 -59 years old

m <59 years old

Figure 18: How old is the person who committed the fraud?
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FEAR OF BADPUBLICITY WAS ON THE TOP OF MIND WHEN FRAUD HIT, AND FOR THE SAME

REASON, SOME OPT OUT FROM REPORTING IT TO LAW ENFORCEMENT. UNFORTUNATELY, THIS
PREVENT ORGANIZATION TO SHOWCASE ALESSON LEARNED TO OTHERS.

FRAUD IMPACT

THE IMPACT OF FINANCIAL CRIME

Most respondents sees financial loss (36%) and the collapse of the company's reputation (35%) as the
worstimpact of financial crime that their organizations avoids, while 25% respondents believe that
disruption of their operational activities would be the worst impact of financial crime.

Amongtherespondents that chosethe "other™ option, about two respondents explainedthat all of the
options especially financialloss and affected company's reputation are equally worst andone other
respondent believe that data security andintegrity would be the worst impact of financial crime.

1 m Financialloss

m Operationalactivities disruption

m The company 'sreputation willgo
down

m Other

Figure 12: What is the worst impact of financial crime that your organization avoids?

WHERE PANDEMIC HIT THE MOST

More than half of the respondents believe that their company’srevenue would be affected themostby
the Covid-19 pandemic (56%). Aimost every company are affected by the pandemic. Some of thehardest
hitindustries such as travel, tourism, and hospitality industry has affected greatly for the past 6 months
due tolarge-scale sodialrestrictions anddecreased demand. But in some industries, it is the other way
around.For example,revenue in thelogistics industry has increased due to shifting patterns of consumer
spending from offline to online.

31% respondents believe that the humanresources would be affected the most. In this pandemic era;
where companies mustbe able to adapt quickly so thatbusiness can continueto runeffectively and
efficiently, Human Resources Department faced extraordinary challenges in managing its employees and
to maintain their productivity without compromising their health and safety.

Other 7% answered information technology, 4 % answered financial crime, and 2% respondents explained
that the production or missed performance targets would be the most affected areas.
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m Humanresources

m Information technology
m Company's revenue

m Financialcrime

m Other

Figure 13: With the Covid-19 pandemic, which areas in your company are most affected?

RELUCTANCY IN TAKING FRAUD CASES TO LAW ENFORCEMENT

More than half of the respondents (52%) believe thatfear of bad publicity is the main reason on why the
organizations decline torefer cases to thelaw enforcement.

26% of the respondents thought that theprocess willbe very costly. 12% respondents are confident that
its unnecessary for organizations torefer fraud cases happened on themto thelaw enforcementbecause
theirinternaldiscipline is already sufficient.

Onthe other hand, 8% of the respondents explained that solving problems in a friendly manner,
complicated bureaucracy, uncertainty of results, as wellas a combination of allthe reasons mentioned are
among thereasons onwhy organizations decline to refer cases to law enforcement. Remaining 2% of the
respondents explainedthat because the perpetrator already disappeared, there is no urgency to work
with the law enforcement to solve the case.

m Fearof bad publicity
@ m Internaldiscipline sufficient
m Too costly

m Perpetrator disappeared

m Other

Figure 18: Why do organizations dedline to refer cases to law enforcement?

IMPLICATION OF PANDEMIC ON FRAUD RISK
RSMINDONESIA SPECIAL REPORT | 2020 13



The widespread of fraud is caused by lack of fraud prevention in the company itself. With the number of
fraud cases thatare gradually increasing, organizations areencouragedto conduct anintegrated approach
in the implementation of corporate governance.

Itisimportant toensure thatthese principles doexist and functioning in managing fraud risk:

1.

CONTROL ENVIRONMENT. Integrity and ethical value arefundamentalsin managing and
preventing fraud. It addresses culture and way the people within the organization meet their
respective obligations to achievetheorganization's goals, including fiduciary, reporting, and legal
responsibilities to stakeholders.

FRAUD RISK ASSESSMENT. Identify fraudscheme and fraudrisk. Addressing the actualrisks
that are facedby organization as determined by its purpose. The goalis to determine the type,
likelihood, and potential cost of risksin a traditional expected value framework. It allows
organization to tailor program efforts toward cost effective mitigation.

DESIGN AND IMPLEMENT ANTI-FRAUD CONTROL ACTIVITIES. Design a preventive and
detective anti-fraud control activities, such as policies and procedures, to mitigate fraudrisks or
theinability to detect fraudin time.

SHARING INFORMATION AND COMMUNICATION. Acquire information to potential fraud.

MONITORING ACTIVITIES. Organization needto evaluate sustainably to ensure theprinciple of
fraudrisks are operating. One of fraud prevention key element is to set upresponsibilities and
processes to ensure that theinformation is reported to someone who can address the problem.
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MOST ORGANIZATIONS BELIEVED THAT THEY HAVE PUT MEASURES AND SAFEGUARD TO

PREVENT AND DETECT FRAUD, AND THIS HELPS INMANAGING FRAUD RISKS WITHIN.

FRAUD PREVENTION AND DETECTION

PREVENTION AND DETECTION PROCEDURES IN ANTICIPATION OF FRAUD
75% of therespondents answeredthat their company

had carried outpreventionanddetection proceduresin
anticipation of fraud against their company, while 14%
m Yesithas respondents answerednot yet,and 11% respondents
said they did not know if their company has carried such
m Not yet
procedures.

Figure 19: Has your company carried out prevention
and detection procedures in anticipation of fraud
against your company?

SAFEGUARD TO FRAUD

Majority of the respondents (27%) believe
that conductinginternalaudit regularly
would be the best precaution for fraud,
while 23% of respondents believe that
implementation of whistleblowing system
would be the best way.

m Conduct internal audit

regularly

m Implement
whistleblowing
system

m Increasing IT security

Other than that,increasing IT Security
(18%),employee rotation (17%), and pay
attention to employee’s financial
wellbeing (15%) voted by approximately
the same number of respondents as the
best precaution of fraud.

m Employeerotation

m Pay attentionto
employee’s financial
wellbeing

Figure 20: What is the best precaution of fraud?

INFORMATION TECHNOLOGY TO REDUCE THE POSSIBILITY OF FRAUD

Majority of the respondents (67%) agreethat the
possibility of fraud in their organization can be reduced
by intensifying the use of IT. Meanwhile, 32% of the

" Agree respondents remainedneutralandonly 1% respondent
m Neutral disagree with the notion.
m Disagree

Figure 21: Does intensifying the use of IT in your
organization can reduce the possibility of fraud?

IMPLICATION OF PANDEMIC ON FRAUD RISK
RSMINDONESIA SPECIAL REPORT | 2020 15



GOVERNING AND MANAGING PERFORMANCE, RISK, AND COMPLIANCE ARE KEY INANY
ORGANIZATION, REGARDLESS OF SIZE AND INDUSTRIES. ENHANCEMENT IN THE GOVERNANCE,

PROCESSES AND CONTROLSAS WELL ASBUILDING A STRONG ETHICAL CULTURE ARE NEEDED.

KEY TAKEAWAY

= % & $ g E oG

Governance Risk Ethics & Finance Technology Audit Legal Core

Compliance Process

GOVERNANCE

REVISIT GOVERNANCE MODEL

Good governanceis the bedrock of all successful organizations. If this goes wrong theramifications can be
deeply damaging. Where organizations get it right, they can become more efficient and effective.

Itis quite straightforwardreally, the less that goes wrong in your organization, the less (unexpected) cost
you will incur when putting it right.

Thereality is that few organizations take stock andensure their governance arrangements are as
effective as they should or could be. This often only changes whenthe organization is driven by regulators
todoso,or when the cracks arestarting to show - though by thenitis often too late.

There should be effort toreview and refine the governancemodel and practices.

STRENGTHEN THE THREE LINES MODEL

To ensure sound implementation of the governancemodel, organizations needto strengthenthe
effectiveness and cohesiveness of the threelines within the organization.

Adopting a principles-based approach and adapting themodel to suit organizational objectives
and circumstances.

Mapping the existing functions andits roles and re-aligning it for betterment.

Reducing or elminating unnecessary reporting lines.

Enhancing the quality of reporting so that it willbe more valuable to the governing body.

Never stop reminding everyone within the organization that risk managementis management’s
responsibility and predominantly thefirst line isresponsible to managerisk in their day-to-day
operations.

Encouraging and promoting the needs and practice of effective communication between key
roles.

More of collaboration and communication as well as less of silos and duplication, supported with clear roles
andits segregation willbe positive for any organization, regardless of size and sectors.
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PROCESSES AND CONTROLS

STRENGTHEN INTERNAL CONTROL
Once fraud occurs, people thenwould realize that there are some weaknesses in their fraud controls.
An organization needto enhance their controlling activity, since fraudhappened quite frequent recently.

Internal controlframework provides aroad mapregarding the controlenvironment,how people relate to
each other and communicate, organization structures and governanceprocess. It is designed to safeguard
organization's assets, ensure the integrity of its records, also prevent and detect irregularities or fraud.
Internal control should be monitored and revised on a consistent basis to ensure they are effective and
current with technologicalandotheradvances.

EMPOWER INTERNAL AUDIT

Internalaudit can play animportant role in helping top management weigh in the opportunities and risks in
the decision-making process. Internal audit should be able to contributein practical ways and help solve
crises effectively, starting from overcoming current problems faced, overcoming short-termpossible
risks, to providing long-term risk management while learning valuable lessons from this pandemic. At the
same time,internal audit mustbe able to provide guarantees andinsights about the risk and risk responses
of “businessasusual’.

FRAUD PREVENTION

BUILD ETHICAL CULTURE
Organizations mustnot just talk the talk;they must walk the walk by establishing an ethical environment

for conducting business. Create a culturethat expects employees to conduct themselves in an ethical
manner,andfoster an environment where employees are comfortable being uncomfortable.

In an ethical culture, pressure to commit fraud is counteracted through sound risk management strategies
and appropriateincentives. It willsupport well-designed controls thatreduce opportunities for fraudand
increase thelikelihood of early detection. A culture of honesty limits an individual's ability to rationalize
fraudulent actions.

HAVE A WHISTLEBLOWING SYSTEM

Every organization should offer its stakeholder the opportunity to report wrongdoing comfortably via a
trusted and easily accessible whistleblowing channel; to makethe process of raising concerns as simple as
possible.

An effectively implemented whistleblowing program can provide early warning of wrongdoing and
alleviate therisks that your organization facetoday. Having a whistleblowing program in place is also part
of an anti-bribery management system and demonstrates theleader’s commitment to ethical culture.

STRENGTHEN FRAUD RISK MANAGEMENT

Today's organizations are more complex than ever before. Thanks to advances ininformation technology,
risks traveland multiply faster thanever.In addition, the business landscape is more complex with
disruptive technologies and competition. As a result, organizations haveless time torespond to threats
and seize emerging opportunities, and must becomemore proactive inidentifying, assessing,and
managingrisk.

The field of risk management has attracted increased mainstream attentionin the wake of theeconomic
meltdown as the publichas begun tocomprehendthe negative effects of uncontainedrisk. As
organizations increase their focus onrisk, they should take the opportunity toconsider, enactandimprove
measures to detect, deterandpreventfraud.
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