
Digital Trust provides a full range of cybersecurity advisory and incident response services to help businesses augment their 
cyber defence capabilities. Our holistic understanding of the cyberthreat landscape and your business priorities allows us to 
propose practical solutions that integrate people, processes and technology within the cyber defence framework that builds 
cyber resilience. 

Quick Facts  

•  Cybersecurity training & drill

•  Incident response readiness 
assessment

•  Technology risk & cybersecurity 
advisory

•  Business continuity & disaster 
recovery planning

•  SIEM & security analytics

•  IT managed services (AvailEase)

•  Incident response management

•  Technical analysis of threats & 
incidents

•  Digital forensic preservation & 
investigation

•  Claims resolution advisory

•  Incident documentation & 
post-mortem review

•  Incident response testing & 
validation

•  IT/cybersecurity audit

•  IT system & remediation 
programme enhancement
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Digital Trust



Governance & Control

•  Privacy strategy & governance advisory

•  Gap analysis

•  Privacy impact assessment

•  Training & awareness

•  Data Protection Trustmark (DPTM) 
certification facilitation

Data Management & Analysis

•  Data inventory mapping & audit

•  Data analytics 

•  Data erasure 

•  Personally identifiable information (PII) 
discovery service

•  IT security controls audit

Policies & Implementation

•  Privacy programme design & 
implementation

•  �ird-party risk audit 

•  Data breach notification & incident 
management 

Data Privacy & Protection (DPP) Service

Based on the Privacy by Design framework, our risk-based, multi-disciplinary DPP programme 
proactively embeds privacy in all business aspects – from IT systems to business practices and 
employee conduct. 

P D P A
COMPLIANCE

Digital forensics

Digital Forensics  

Digital Trust supports law firms and business owners in forensic analysis to recover digital audit trails as evidence for formal 
investigations into areas such as industrial espionage, copyright infringement and fraud. 

For further information, please contact:
8 Wilkie Road, #03-08, Wilkie Edge, Singapore 228095
T +65 6533 7600      F +65 6538 7600
TechConsultant@RSMSingapore.sg      www.RSMSingapore.sg

PII Discovery Service 
Uncover any unencrypted PII, e.g. NRIC data stored in a document file or picture format in your backup 
storage media, and stay compliant with strict PDPA rules on data protection.

Recovery & Continuity 

Achieve a secure, vigilant and resilient posture to address threats and recover from incidents early. 

Disaster recovery advisory 
& IT managed services 

(AvailEase) 

Crisis management & 
incident response advisory

Business continuity 
planning including BCM audit 

preparation
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THE POWER OF BEING UNDERSTOOD
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